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TO: Detective Lieutenant Kevin Shea, #1883
FROM: Trooper Sean J. Quirk , #3498
SUBJECT: Devine Investigation

CASE NUMBER:  2014-112-0372

1. On Wednesday, November 12, 2014, 1, Trooper Sean J Quirk, was assiened to investioate
an alleged violation of a Criminal Harassment Order

). The Harassment Order was granted on Uctober 3, 2014 by the Norfolk
Superior Court against Tiffany Overstreet, The plaintiffs of the order are Robert and Lisa
Devine. The order had an original expiration date of October 9, 2014, but was extended
through October 23,2014,

2. On Octoher 20 2014, flowers were delivered to Lisa Devine at her residence
The message that accompanied the flowers stated
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3. An investigation revealed that the order was placed by [ CHit
The order information came from the result of an Administrative Subpoena
submitted to FTD.com by Officer Sandra Barrett. Robert adviged thai_ is a friend
of Overstreet, Robert reported the incident to the Stoughton Police, where Robert is the
Deputy Chief, Officer Sandra Barrelt took the report and Chief Shastany was made

aware of the situation.

4. On Saturday, November 15, 2014, I spoke with Robert. He reported that the Harassment
order was sought because of ongoing harassment from Overstreet (affidavit attached).
He stated since the order was granted, he has been receiving phone calls on his personal
cell phorie and emails from unknown numbers at all times of the day and
night. Some of the calls and messages were reported to be threatening in nature. Robert
advised that he searched the phone numbers and email addresses on the intermet and
found that most come back to a website cailed Bandwith.com. Robert provided me with
a copy of the response he received from Bandwith.com’s legal division. Bandwith.com
advised the numbers he requested were provided to a wholesale customer (Enflick, Inc))
and therefor legal service will need to be sent to that company. Enflick, Inc provides a
free application called Textnow, that allows a person to disguise their true number or
ematl address.

5. Robert also stated that the password for his Comeast aceount had been changed today
(11/15/14), but he had not requested a change. He stated that his Inbox Folder, Sent
Folder, and Contacts were all deleted. He said he found two deleted emails in the trash
bin of his account. Af this point, he then changed the username or his account. He
further stated that there have been previous attempts to pain access to their accounts:
Robert's Comeast accounts| | | | GGG <
Robert’s Yahoo account -, and Lisa’s Pintrest account. Robert
stated that no one has his passwords. I asked Robert that if Overstreet attempted to
access his accounts, would she know the answers to his security passwords and he stated,
“yes...probably.”

6. On Sunday, November 16, 2014, Robert contacted me to inform me that he received a
message indicating that an email from his Comcast account
failed to be delivered. He stated he had not tried to send a message. When he accessed
his aceount, he found the message that was returned, He said it anneared to be from his
account and was addressed to his cell phone number The error message
returned showing an IP Address (209.183.32.15) that uses AT&T as a servics provider.
Robert stated he uses Verizon as his service provider. There is an indication on the return
receipt that the message may have come from www.textem.net, He also informed me that
last night he received more texts from unknown mumbers. A copy of the returned
message is attached. On November 25, 2014, T submitted an Administrative Subpoena to
AT&T.

7. On Monday, November 17, 2014 at approximately 0700 hours, I went to Stoughton PD to
meet with Robert. During our meeting, he spoke about his relationship with his wife and
how he met Overstreet. He stated that last fall, he and his wife Lisa were considering
separating. Around this time, he became involved with Overstreet and things progressed
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into a more serious relationship. He advised that Overstreet’s attitude toward him
changed. She turned threatening and abusive. Robert stated that as the next summer
approached, he and his wife decided to reconcile their matriage. He wanted to end the
relationship he had with Overstreet. He stated Overstreet wished to continue a
relationship with him and did not want him to go back to his wife. She made threats of
committing suicide if he abandoned her, From this time until the issuance of the order,
there have been numerous instances of harassing text messages, some of which were
threatening, and phone calls from unknown numbers.

On Thursday, November 20, 2014, Robeit contacted me (o inform me that his Google
account password had been changed without his knowledge. He was able to provide a
screen shot of the messages:
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He also informed me that some of his family friends received an email containing
pictures of Overstreet and himself from the email accoun On
November 25, 2014, 1 sent an Administrative Subpoena to Google. Robert said that he
plugged that name into Twitter and found a Twitter page containing many pictures of a
nude woman. Although the woman’s head is not visible, Robert identified the wornan as
Overstreet,
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9. He stated the email address and Twitter handle (_: are not known to him. On
November 21, 2014, 1 sent Twitter a Preservation Order for the preservation of the
consent, Asofthe date of this report, the page has been removed.

10. On Wednesday, November 25, 2014, Robert contacted me and informed me that another
email was sent. He stated this email contained more pictares of he and Overstreet and
was sent to coworkers and their spouses. He stated that some of the pictures were
graphic and they came from Overstreet’s email account that was allegedly accessed by an

unknown individual. The email was reported to come from —and

11. On December 2, 2014, Robert contacted me regarding information he received from
Comeast, his internet service provider. Comcast provided him with his account access

Page 4 of 5



logs and associated IP Addresses from September 26, 2014 through November 15, 2014
that showed numerous “Bad Password” statuses which could indicate that someone tried
to access his account. Some of the attemnts were enccaccfist which cauld indicate that
someone actually accessed his account . Robert also
received the same data for a second account | NN v ich be changed
to after he believed the first account was accessed (November 15, 2014 through
November 16, 2014). On December 2, 2014, I sent Administrative Subpoenas to
Comeast and WDSPC because they are the service providers of the IP Addresses that
may have attempted access to the account.

Respectfully submitted,

Trooper Sean J. Quirk
Massachusctts State Police
Norfolk County District Attorney’s Office
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TO: Detective Lieutenant Kevin Shea, #1883
FROM: Trooper Sean I. Quirk , #3498

SUBJECT: Arrest Warrant for Tiffany Overstreet _

CASE NUMBER:  2014-112-0372

1.

On Wednesday, November 12, 2014, I, Trooper Sean J Quirk, was assigned to investigate
an alleged violation of a Criminal Harassment Order, The following is based on
Harassment Orders ||, ;- v <:c oranted on
October 3, 2014 by the Norfolk Superior Coutt against Tiffany Overstreet. The order had
an original expiration date of October 9, 2014, but was extended through October 23,
2014. On October 23, 2014 the order was continued until November 4, 2014, but was
later changed to November 13, 2014. On November 14, 21014, all parties agreed to
extend the Harassment Orders until January 15, 2015.

On October 20, 2014, flowers (Order # FRV766239) were delivered to the victim at her
residence “ADDRESS WTTHPT D Stonchion !\ﬂn The meceaon thatooona 8 o
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3. An investigation revealed that the order was placed by T e
The order information came as a result of an Adminstrative Subpoena
submitted to FTD.com issued by the Norfolk County District Attorney’s Office. The
Victim advised thai is a friend of Overstreet. The victim reported the incident to
the Stoughton Police, where Victim works. Officer Sandra Barrett took the report and the
Chief was made aware of the situation.

4. On Saturday, November 15, 2014, I spoke with Victim. He reported that the Harassment
order was sought because of ongoing harassment from Overstreet, He stated since the
order was granted, he has been recciving phone calls on his personal cell phone 78]-%%%.
¥k and emails from unknown numbers at all times of the day and night. Some of the
calls and messages were reported to be threatening in nature, The vietim advised that he
searched the phone numbers and email addresses on the internet and found that most
come back to a website called Bandwith.com. The victim provided me with a copy of the
response he received from Bandwith.com’s legal division. Bandwith.com advised the
numbers he requested were provided to a wholesale customer {(Enflick, Inc.) and therefor
legal service will need to be sent to that company. Enflick, Inc provides a free application
called Textnow, which allows a person to disguise their true number or email address.

5. Onemessage came from —and' a search of this email address
showed that it came from Pinger, Inc. Pinger, Inc is also a website that allows a person o
disguise their email address. This message appears to contain a screenshot of messages
between Overstreet and a third party. It appeared that the third party sent the message
from the above mentioned address to the victim, Due to the anoiymity of the third party
and the potential violation of the Harassment Order; the Norfolk District’s Attorney’s
Office issued an Administrative Subpoena to Pinger, Inc.

6. The victim also stated that the password for his Comcast account had been changed today
11/15/14, but he had not requested a change. He stated that his Inbox Folder, Sent
Folder, and Contacts were all deleted. He said he found two deleted emails i the trash
bin of his account. He then changed the username on his account. He further stated that
there have been previous attempts to gain access to their accounts: the victim’s Comcast
accounts ("USERNAME WITHELD (@comeast.net and “USERNAME
WITHELD @comcast.net, the victim’s Yahoo account (*USERNAME
WIT HELD (@vahoo.com), and the victim’s Pinterest account. The victim stated that no
one else has his passwords. 1 asked the victim that if Overstreet attempted to access his
accounts, would she know the answers to his security passwords and he stated, “yes,
probably.”

7. On Sunday, November 16, 2014, the victim contacted me to inform me that he received a
message indicating that an email from his Comeast account; “USERNAME
WITHELD”(@comceast.net failed to be delivered. He stated he had not tried to send a
message. When he accessed his account, he found the message that was returned. He
said it appeared to be from his account and was addressed fo his cell phone mumber, 781-
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FEFEERER The ervor message refumed showing an Internet Protocol (IP) address’,
209.183.32.15 that uses AT&T as a service provider. The victim stated he uses Verizon
as his service provider. There is-an indication on the retum receipt that the message may
have come from wiww, texten.net. He also informed me that last night he received more
texts from unknown numbers. A copy of the returned message is attached. On November
25, 2014, the Norfolk District Attorney’s Office submitted an Administrative Subpoena
to AT&T.

8. On Monday, November 17, 2014 at approximately 0700 hours, I went to Stoughton PD to
meet with the victim. During our meeting, he spoke about his refationship with his wife
and how he met Overstreet. He stated that in the Fall 0f 2013, he and his wife were
considering separating. Around this time, he became involved with Overstrect and things
progressed into a more serious relationship. He advised that Overstreet’s attitude toward
him changed. She turned threatening and abusive. The victim stated that as the Summer
of 2014 approached, he and his wife decided to reconcile their mattiage and he wanted to
end the relationship he had with Overstreet. He stated Overstreet wished to continue a
relationship with him and did ot want him to go back to his wife. She made threats of
committing suicide if he abandoned her. From this time until the issuance 6f the order,
there have been numerous instances of harassing text messages, some of which were
threatening, and phone calls from unknown numbers.

9. On Thursday, Noverber 20, 2014, the victim contacted me to inform me that his Google

account password had been changed without his knowledge. He was able to provide a
sereen shot of the messages.

10. He also informed me that some of his family friends received an email containing
pictures of Overstreet and himself from the email account |GGG
November 25, 2014, 1 sent an Administrative Subpoena to Google, 1he victim said that
he searched that name through Twitter and found a Twitter page containing many

pictures of a nude woman. Although the woman’s head is not visible, the victim believed
the woman is Overstreet,

11. He stated the email address and Twitter handle —are not known fo him. On
November 21, 2014, I sent Twitter a Preservation Order for the preservation of the
content. The page has been removed.

12. On Wednesday, November 25, 2014, the victim contacted me and informed me that
another email was sent. He stated this email contained more pictures of he and
Overstreet and was sent to coworkers and their spouses. He stated that some of the
pictures were graphic and they came from Overstreet’s email account that was allegedly
accessed by an unknown individual. He provided me with a screen capture of the images
which I have viewed. The email was reported to come from IS ESEEEIIRER -

! Computers on the Intemet identify each other by an Intenet Protoeol or [P address. 1P addresses can assist law enforcement in
finding 2 particular computer on the Internst. IP addresses can typically lead the law enforcement officer to a particular Internet
service company and that company. can typically identify the account that used the IP address fo access the Internet.

Page Jof 5



13. On December 2, 2014, the victim contacted me regarding information he received from
Comecast, his internet service provider. Comcast provided him with his account access
logs and associated IP Addresses from September 26, 2014 through November 15, 2014
that showed numerous “Bad Password” statuses which could indicate that someone tried
to access his account. Some of the attempts were successful which could indicate that
someone actually accessed his account (“USERNAME WITHELD @comeast.net). The
victim also received the same data for a second account (U SERNAME
WITHELD (@eomceast.net) which he changed to after he believed the first account was
accessed November 15, 2014 through November 16, 2014, On December 2, 2014, the
Norfolk County District Attorney’s Office issued Admi nistrative Subpoenas to Comcast
and WDSPC as they are the service providers of the IP Addresses that may Lave
atternpted access to the account.

14. On Thursday, December 4, 2014, Pinger, Tnc. responded to the Administrative Subpoena,
Pinger Customer Suoport representative, Chris Denault, nrovided acecnt information for
the username The name 6n the account was This account
was created on November 16, 2014 and was only used tnar one day. ‘lhere was no
further activity on the account. He was also able to provide the IP address 98.216.27.118
for the computer that was used to create the account. A check of the IP Address revealed
it belonged to Comcast, An Administrative Subpoena was issued by the Norfolk District
Attorney’s Office to Comcast.

15. On Monday, December 8, 2014, WDSPC responded to the Administrative Subpoenea
issued on December 2, 2014, The email from the WDSPC Help Desk stated that they do
not have any end user information because they lease IP Addresses to several wireless
data companies. They informed us that the end nser information that may exist would be

provided by AT&T Wireless. The Norfolk District Attorney’s Office issued an
Administrative Subpoena to AT&T Wireless.

16. On Monday, December 8, 2014, Comcast Legal Response Center responded to the
Administrative Subpoena, The correspondence revealed that the subscriber for the [P

Address 98.216.27.118_yeferenced above, was Tiffany Overstreet of—

I'7. The victim believed there had been previous attempts to access his Comcast email
accounts (“USERNAME WITHELD @comeast.net and “LISERNAME
WITHELD @comeast.net ) because he has received notifications from Comcast stating
his password had been changed. He stated these notifications were 1ot the result of him
changing the password. The victim provided me with an acconnt access log for both
accounts that he received from Comcast, They were dated 9/26/14 at 12:17:47 AM
through 11/15/14 at 8:51:57 PM and 11/15/14 at 8:54:59 PM through 11/16/14 at 9:54:49
PM, respectively. The log showed time, date, 1P Address, email account username, and
authorjzation status (Success/Bad password), The IP Address 98.216.27.118, which came
back to Overstreet, was recorded by Comcast as making four successful attempts
accessing Victim’s email account (“USERNAME WITHELD (@comcast.net ). Those
attemnpts were recorded as follows:
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18,

19,

11/11/2014 @ 11:01:22AM
11/11/2014 @ 11:12:24AM
1U/15/2014 @ 11:05:58AM
11/15/2014 @ 11:07:42AM

On Tuesday, December 9, 2014, while further reviewing the victim’s email access log for
his Comeast account (“USERNAME WITHELD@comcast.uet), [ observed the account
was accessed on November 15, 2014 by someone at the IP Address 73.4.218.177. The
account access log showed four “Bad Password” attempts and then one successful
attempt in less than four minutes. The last attempt, which was successful, occurred at
2:51:57PM. At this time, the victim changed his email address to “USERNAME
WITHELD @comeast.net. According to the victim’s Comeast account access log, a
person using the same IP Address 73.4.218.177 made three successful attempts between.
8:54 PM and 8:55 PM into his new accourit. The victim provided me with a printout of
an email that was sent from his new account at 8:54 PM (sec attached). He stated he did

not send it. The Norfolk District Attorney’s Office issued an Administrative Subpoena to
Comcast.

There have also been numerous instances, during the-time period in the account access
log, where a series of IP Addresses tried to access the vietim’s accounts, The series of IP
Addresses ranged from 69.252,207.136 to 69.252.207.146, After a conversation with
Lieutenant David McSweeney, he informed me that the series of [P Addresses may
indicate that the user was in a public place or at a business and the IP Addresses were
randomly assigned. The Norfolk District Attorney’s Office issued an Administrative
Subpoena {o Comcast,

Respectfully subrnitted,

/’Df}/

Trooper Sean J. Quirk
Massachusetts State Police
Norfolk County District Attorney’s Office
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March 19, 2015

Detective Lieutenant Kevin Shea #1883
Trooper Sean I. Quirk #3498
Meeting with Robert and Lisa Devine

2014-112-0372

1. On Wednesday, March 11, 2015 at 1600 hours, Lieutenant David McSweeney, Attorney

Kevin Mullen,

and 1, Trooper Sean J. Quirk, met at Attorney Timothy Burke’s Office in

Needham. The purpose of the meeting was to meet with Robert and Lisa Devine
regarding their intentions going forward on the open case against Tiffany Overstreet,

2. With Attorney

Burke présent, we met with Robert Devine and Lisa Devine separately.

They both stated that they no longer wanted to go forward with the case against Tiffany

Overstreet and

1

q‘g..

wanted to move forward with {heir lives.
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3. Ishowed the Devines pictures that were located on one of Overstreet’s phones, These
photos caused concemn because one was taken at their daughter’s school and others were
Devine family pictures. Robert stated that the photo from the school was taken by his
wife. Lisa confirmed same. I asked if they were concerned that the pictures were on her
phone. They both thought her having them on her phone was “creepy”, but were not
concerned otherwise.

Respectfully submitted,

Trooper Sean J. Quirk
Massachusetts State Police
Norfolk County District Attorney’s Office
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TO: Detective Lieutenant Kevin Shea
FROM: Trooper Sean J. Quirk
SUBJECT: Arrest Report for Tiffany Overstreet

CASENUMBER:  2014-112-0372

1. On Wednesday, November 12, 2014, I, Trooper Sean J Quirk, was assigned to
investigate an alleged violation of a criminal Harassment Prevention Order
(HPO). Two Harassment Orders were granted on October 3,2014 by the
Norfolk Superior Court against Tiffanv Overstreet, The plaintiff of Harassment
Prevention Order _ is Robert Devine, and the plaintiff of
Harassment Prevention Order # | MMM s Lis2 Devine. The orders
had an original expiration date of October 9, 2014, but were extended through
October 23, 2014. A further extension was granted until November 4, 7014,
which was moved until November 14, 2014. On November 14, 2014, all
parties involved agreed to extensions until January 15, 2015,

2. On October 20, 2014, flowers (Order # FRV766239) were delivered to Lisa
Devine at her residence The message that
accomnanied the flowers stated
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An Adminisirative Subpoena submitted to FTD.com issued by the Norfolk

C‘ounty District Attomey 5 Oﬁlte seve'ﬂed tint the order was placed by

EER el . Robert Devine advised that
isa fnend of Ovenstteet Robelt Devme reported the incident to the

| Stoughton Police, where Robert Devine is the Deputy Chief. Officer Sandra

Barrett took the report and Chief Paul Shastany was made aware of the
situation.

On Saturday, November 15, 2014, I spoke with Robert Devine. He reported
that the Harassment Order was sought because of ongoing harassment from
Overstreet, He stated since the arder was mnnf@d he has been receiving phone
calls on his personal cell phonc RS /)] cinails from unknown
aumbers at all times of the day and mLht Some of the calls and messages
were reported to be threatening in nature. Robert Devine advised that he
searched the phone numbers and email addresses on the internet and found that
most come back to a website called Bandwith.com. Robert Devine provided
me with a copy of the response he received from Bandwith.com’s legal
division. Bandwith.com advised the numbers he requested were provided to a
wholesale customer (Enflick, Inc,) and therefor legal service will need fo be
sent to that company. Enflick, Inc provides a free application called Textnow,
which allows a person to disguise their true number or email address.

One message sent on November 16, 2014 came frow
and a search of this email address showed that it came from Pinger, Inc.
Pinger, Inc is also a website that allows a person to disguise/change their email
address. The message that Devine received a screenshot of two partics texting
each other. It appeared that one of the parties sent the message from the above
mentioned address to Devine. Due to the anonymity of the third party and the
potential violation of the Harassment Order. the Norfolk District’s Attorney’s
Office issued an Administrative Subpoena to Pinger, Inc.

Raobert Devine aiso stated that the password for his Comcast account had been
changed on 11/15/14, but he had not requested a change. He stated that his
Inbox Folder, Sent Folder, and Contacts were all deleted, He said he found
two deleted emails in the trash bin of his account. He then changed the

usernanie on ius account, He further stated that there have been previous
“}h‘e‘mn?q fn UAIN Aceess o ﬂ’lPH 'wnmmrq thm-f m u"ma = Comcast accounts

: : il [ obert Devine's
Yaheo accoum L and LISa s Pmtuest account.
Robert Devine stated that no one else had his passwords. 1 asked Robert
Devine if Overstreet attempted to access his accounts would she know the
answers to his security passwords, He stated. “Yes. probably.”

On Sunday, November 16, 2014, Robert Devine contacted me to inform me
that he received a message indicating that an email from his Comcast

accoun | (- icd to be delivered. He stated he had not
tried to send a message. When he accessed his account, he found the returned
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message, He said 1t anveared to be from his account and was addressed to his
cell phone number, The error message showed an Internet
Protacol {IP) address of' 209,183.32.15 that uses AT&T as a service provider.
Robert Devine stated he uses Verizon as his internet setvice provider. There is
an indication on the return receipt that the message may have come from
www.textem.net. A copy of the returned message is attached. On November
25,2014, the Norfolk District Attorney's Office submitted an Aduministrative
Subpoena to AT&T. He also informed me that the previous night he received
more texts from unknown numbers.

8. On Monday, Novermber 17, 2014 at approximately 0700 hours, I went to
Stoughton PD and met with Robert Devine. He stated that in the Fall of 20 {3,
he and his wife Lisa were considering separating, Around this time, he became
mvolved with Overstreet and things progressed into a more serious
relationship, He advised that Overstreet’s attitude toward him changed. She
turned threatening and abusive. Robert Devine stated that as the Summer of
2014 approached, he and his wife decided to reconcile their mdrriage and he
wanted to end the relationship he had with Overstreet. He stated Ovesstreet
wished to continue a relationship with him and did not want him to go back to
his wife. She made threats to commit suicide if he abandoned her. From that
time until the issuance of the order, there have been numerous insiances of
harassing text messages, some of which were threatening, and phone calls from
unknown numbers.

9. On Thursday, November 20, 2014, Robert Devine contacted me to inform me
that his Google account password had been changed without his knowledge,
He was able to provide a screen shot of the messages:

Your Google veritication
code is A0S

Your Google verification
cade is 3

Enmmio Aresm et

Fassword changed.See

S L o

Your Google verification
codeis’ !

10..

11, He also informed me that some of his family and friends received an email
containing pictures of Overstreet and himself from the email account,
iparks8889@gmail.com. On November 25, 2014, an Administrative Subpoena
was sent to Google, who owns gmail.

" Computers on the Intemnet identify each other by an Internct Protoesl or (¥ address. [P addresses can assist Jaw enforcement in
finding a particular computer on the lofernet, [P addresses cun typieally lead the law enforcement officer w a particelar ntertict
service company and that-company can typicaly identify the account thut used the 1P address 10 access the lnterret,
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14,

15.

16.

17.

. He stated the entail address and Twitter handie EiE TR

- Robert Devine further said that he search through Twitter and found a Twitter

page containing many pictures of a nide woman. Although the woman's head
is not visible, Robert Devine believed the woiman is Overstreet,

el o 'c not kriown to
him. On November 21, 2014, I sent Twitter a Preservation Order for the
preservation of the content. The page has been removed.

On Wednesday, November 25, 2014, Robert Devine contacted me and
informed me that an email containing more pictures of he and Overstreet was
sent to coworkers and their spouses. He stated that some of the pictures were
graphic, and they came from Overstreet's email account that was allegedly
aceessed by an unknown individual. Devine informed me that Overstreet had
reported this to him when they were still in a relationship, He provided me with
a screen capture of the images which I have viewed. The email was reported to

come from §§

On December 2, 2014, Robert Devine contacted me regarding information he
received from Comeast, his infernet service provider. Comcast provided him
with his account access logs and associated 1P Addresses from September 26,
2014 through November 15. 2014 that showed numerous “Bad Password”™
statuses which could indicate that someone tried to access his account. Some of
the attempts were successful which could indicate that someone actually
accessed his account B SRR [ obert Devine also
received the same data tor a second account || R vhich
he changed to after he believed the first account was accessed November 15,
2014 through November 16, 2014. Devine said that he felt he needed to change
his account because of security issues. On December 2, 2014, the Norfolk
County District Attorney’s Otfice issued Administrative Subpoenas to
Conicast and WDSPC as they are the service providers of the IP Addresses that
may have attempted access to the account.

On Thursday, December 4, 2014, Pinger, Inc. responded to the Administrative
Subpoena. Pinger Customer Support representative, Chris Denault, provided
account information for the username | R The vame on the account
was This account was created on November 16, 2014 and
was only used on that day. There was no further activity on the account. He
provided the [P address 98.216.27.118 for the computer that was used to create
the account. A check of the IP Address revealed that it belon ged to Comcast,
An Administrative Subpoena was issued by the Norfolk District Attorney's
Office to Comeast.

On Monday, December 8, 2014, WDSPC responded to the Administeative
Subpoena issued on December 2, 2014, The email fram the WDSPC Help
Desk stated that they do not have any end user information because they lease
IP Addresses to several wireless data companies. They informed us that the
end user information that may exist would be provided by AT&T Wireless.
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18.

19.

The Norfolk District Attorney's Office issued an Administrative Subpoena fo
AT&T Wireless.

On Monday, December 8, 2014, Comcast Legal Response Center responded to
the Administrative Subpoena. The correspondence revealed that the subscriber
for the 1P Address 98.216.27.118, referenced above, on November 16. 2014

was Tiffany Overstreet of 104 Nortor Ave

Robert Devine believed there had been previous attempts to access his
Comeast email accounts and

because he has received notifications from Comeast
stating s password had been changed. He stated. these notifications were not
the result of him changing the password. Robert Devine provided me with an
account access log which he had received from Comeast for both of his email
accounts. The logs were from 9/26/14 at 12:17:47 AM through 11/15/14 at
8:51:57 PM for the first account and 11/15/14 at 8:54:59 PM through 11/16/14
at 9:34:49 PM for tlie newer account. The logs showed time, date, 1P Address,
email account usérname, and authorization status {Suecess/Bad passward). The
IP Address 98.216.27.118, which came back to Overstreet, was recorded by
Comcast as making four successful attempts accessing Robert Devine’s email

account NG T1.0sc attempts were recorded as

follows:

20, 11112014 @ 11:01:22AM
2111172014 @ 11:12:24AM
. /152014 @ 11:05:58AM
152014 @ 11:07:42AM

1 o
ad |

. On Tuesday, December 9, 2014, while further reviewine Devines email access

log for his Comcast account . [ observed the
accaunt was accessed on November 15, 2014 by someone at the IP Address
73.4.218.177. The account access log showed four “Bad Password” attenipts
and then one successful attempt in less than four minutes. The last attempt,
which was successful, oceurred at 8:51:57PM. At this time, Robert Devine
changed his email address to According to Robert
Devine’s Comeast account access log. a person using the same IP Address
73.4.218.177 made three successful attempts between 8:54 PM and 8:55 PM
into his new account. Robert Devine provided me with g printout of an email
that was sent from his new account at 8:54 PM (see attached). He stated he did
not send it. The Norfolk District Attorney’s Office issued an Administrative
Subpoena to Comeast for IP Address 73.4.218.177.

. There have also been numerous instances, during the time period in the account

access log, where a series of IP Addresses tried to access Devine's accounts.
The series of IP Addresses ranged from 69.252.207.136 to 69.252.207. 1 46.
After a conversation with Lt. David McSweeney, he informed me that the
series of IP Addresses may indicate that the user was in a public place or at a
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business and the IP Addresses were vandomly assigned. The Norfolk District
Attorney’s Office issued an Administrative Subpoena to Comeast.

On Wednesday, December 17, 2014, | sought and received a search warrant
from the Stoughton District Court to search for and seize computer systems
and other storage media located at 104 Norton Avenue #7, Easton, MA.

- On Thursday, December 18, 2014, at approximately 0700 hours, myself,

Lieutenant David McSweeney, Sergeant Denise Doherty, Trooper Sheila

Kearney, and Qfﬁcels ﬁom the Easton Pohce Department executed the search
warrant at [ s :

co Sl After several attempts at
knocking at the dam Tiﬁany Overstleet dld answer the door. We identified
ourselves as police ofticers and Overstreet was advised that we had a search
warrant. Officers entered peacefully. Overstreet was given Miranda Warnings
by Lt. MeSweeney and told that we were there as part of an investigation into
Overstreet allegedly violating a Harassment Prevention Order (HPO) taken out
by Robert and Lisa Devine, Qvertstreet stated that Robert Just called her last
night and has told her that he went to court and withdrew the HPO. She said
that he told her he loved her in that conversation. She said they have
communicated back and forth with one another via phone and email over the
past several weeks because he told her that he withdrew the Order. Overstreet
then said that she did not want to talk to officers anymore. She was advised
that she was being placed under arrest for the HPO violation. She was
transported by an Easton PD marked cruiser to the Easton PD for booking and
to await later transport to Stoughton District Court.

28. During the execution of the search. warrant, after Overstreet was arrvested and

enroute to the police department, Lt. McSweeney called Robert Devine to
advise him of the arrest and search warrant execution. Lt. McSweeney
explained to Robert that subpoenas had revealed that communications related
to the ongoing larsmenthd come fram Tiffany Overstreet’s Internet service
at [ UL RN P TR According to Li. McSweeney, Devine
said that he was - ﬂoo1ed lhat the activity was traced back to Overstreet. He
said he felt “bamboozled™, as he thought that Overstreet was not the source of
the harassment, but instead that someone was setting her up. He thought that
eventually records would reveal some other suspect and that Overstreet would
be seen as a victim as well. He admitted that he had been having contact with
Overstreet over the past several weeks, while the HPO was in.effect, and that
he did initiate some of the contact, including meeting for dinner at one point to
discuss the related incidents, He, again, said that he continued to communicate
with Overstreet because he felt she was not the source of the harassment. Lt.
MeSweeriey said that he reminded Robert that he took out the HPO against
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Overstreet and that he (Robert) was initiating much of the communication
between him and Overstreet. Robert repeated that Overstreet “had him fooled”
and “bamboozied™ him,

- During the search warrant, some digital communications.located on a cell

phone identified by Overstreet as belonging to her (Overstreet), were viewed.
One message was from the username [ Tos username is
associated with some of the harassing “anonymous™ communications related to

this investigation, Officers completed the search warranf execution, seizing

several computer devices and cellular phiones. All seized items will be returned
to the Norfolk District Attorney™s Office pending further analysis.

- On December 18, 2014 at approximately 0900 hours, while at the Easton

Police Department, Overstrest initiated contact with officers and stated that she
would like to speak with officers. After going over Miranda Warnin gs again,
Sgt. Doherty and 1 spoke with Overstreet. The intérview was video and audio
recorded. The entire has been memorialized on a DVD, The following came
from our conversation with Overstreet.

. During the interview, Overstrest admitted that she continued to kave a

physical relationship with Robert since the harassment order was issued. She
stated they continuously text and email each other. She stated that Rabert is
usually the one who iniiates the contact. She denied any knowledge of
spoofing, creating accounts on spoofing websites, sending emails, texts, etc
from same.

Respectfully submitted,
-——"'_‘"_—TT-"’

Trooper Sean J. Quirk
Massachusetts State Police
Norfolk County District Attorney's Office
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